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Apresentacao

Entra em vigor em setembro de 2020 a Lei n? 13.709 de 2018 - Lei Geral de Protecao de
Dados Pessoais.

A LGPD surge em um contexto de datificacao das coisas - Big Data -, em decorrente
crescimento cada vez mais a circulacao de dados pela internet e o desenvolvimento da
sociedade de rede geram diversas oportunidades e desafios. A ampliacao das Tecnologias
de Informacao e Comunicacao (TICs) viabiliza a conexao entre estados e municipios, torna a
comunicacao mais agil, possibilita reunidoes remotas, gera economia de recursos e diminui a
necessidade de deslocamentos fisicos. No entanto, aumentam a exposicao, a
vulnerabilidade, o acompanhamento e a supervisao. Nesta Cartilha, a Prefeitura Municipal de
Jaborandi-BA estabelece importantes acertos da protecdo de dados pessoais no municipio
de acordo o Decreto n. 2 213/2025 emitido pelo prefeito Dr. Marcos Antonio Matos da Silva. Todo
esse cenario fez e continua fazendo surgir varias leis com o objetivo de proteger os dados
pessoais ao redor do mundo. Atualmente, as discussoes sobre a privacidade e a capacidade
do individuo de participar do tratamento de seus dados pessoais e, consequentemente,
gerenciar o uso de suas informacoes. No Brasil, a salvaguarda de dados no contexto da
Administracao Publica esta ligada a Com a Lei de Acesso a Informacao (LAIl), Lei Federal
n. 212.527/2011, a Constituicao Federal de 1988 e com a Lei n. 2 12.965/2014, que institui o
Marco Civil da Internet.

Nesta Cartilha, a Prefeitura Municipal de Jaborandi-BA estabelece importantes
acertos da protecao de dados pessoais no municipio de acordo o Decreto n. 2 213/
2025 pelo prefeito Dr. Marcos Anténio Matos da Silva. Aproveitando a oportunidade
informamos o encarregado de dados para quaisquer tira duvidas a respeito dos
dados pessoais controlados por esta PREFEITURA, o funcionario Ronaldo Da Paz
Dourado, designado para exercer a funcao de DPO - Data Protection Officer,
ou seja, em bom portugués encarregado de dados, conforme portaria n.2 068/2025.


https://jaborandi.ba.gov.br/uploads/legislacao/LGPD.pdf
https://www.planalto.gov.br/ccivil_03/_ato2011-2014/2011/lei/l12527.htm
https://www.planalto.gov.br/ccivil_03/_ato2011-2014/2014/lei/l12965.htm
https://jaborandi.ba.gov.br/uploads/legislacao/LGPD.pdf
https://jaborandi.ba.gov.br/uploads/legislacao/LGPD.pdf
https://jaborandi.ba.gov.br/uploads/legislacao/PORTARIA-N68.pdf
https://www.planalto.gov.br/ccivil_03/_ato2015-2018/2018/lei/l13709.htm
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Introducao
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A utilizacao de computadores tem permitido metodos inovadores para a coleta e o
processamento de informacoes, da mesma forma que a crescente demanda por coleta de
dados por instituicdes publicas e privadas (RODOTA, 2008). Com a expansao da internet e
Seu uso por pessoas de todo o mundo, ela se torna essencial a atencao voltada a
governanca da internet, em particular com a seguranca. A governanca da internet abrange os
governos dos paises, as organizacoes internacionais, sociedade civil, setor empresarial e
comunidade técnica (KURBALIJA, 2016).

As novas tecnologias oferecem muitas vantagens para a vida em sociedade, no entanto,
ha alguns pontos negativos, como 0 aumento da exposicao, a vigilancia e, assim como o0s
variados casos de vazamentos de dados pessoais guardados por instituicoes publicas e
instituicOes privadas. Nesse cenario, a criacao de varias leis se torna imprescindivel. com o
objetivo de proteger dados pessoais e implementar a Seguranca da Informacao dentro das
organizacoes. O debate acerca da privacidade tem assumido novas dimensodes. O conceito
de privacidade como o “direito ao siléncio” tem substituido definicoes de privacidade inclui a
capacidade de cada pessoa gerenciar o uso de suas proprias informacdes (RODOTA, 2008).

O debate sobre privacidade nos dias de hoje nao se resume apenas a protecao contra
iInvasoes externas, mas nos leva a refletir sobre questdes de privacidade na estruturacao do
poder, considerando que a organizacao da informacao atualmente constitui um dos
elementos essenciais (RODOTA, 2008). A elaboracéo de leis globais de prote¢éo de dados
pessoais que regulamentam o uso e a a coleta de dados afeta a salvaguarda dos valores
democraticos, das liberdades civis e do desenvolvimento natural da personalidade livre.



As primeiras conversas sobre a Protecao de Dados Pessoais no Brasil comecaram em
2010, por meio da Consulta Publica do Ministério da Justica a respeito do Anteprojeto de Lei
de Protecao de Dados Individuais. No ano seguinte, foi sancionada a Lei de Acesso a
Informacao (LAI), Lei n.2 12.527, de 18 de de novembro de 2011, que estabelece normas
para a transparéncia dos dados pessoais pelo Poder Publico. Ainda no mesmo ano, foi
apresentada a proposta do Projeto de Lei n.2 2126, referente ao Marco Civil da Internet. que
estabelece os direitos e obrigacoes de usuarios e provedores.

A LAl estabelece normas para o acesso a informacao, conforme o inciso XXXIIl do artigo
52 e o inciso |l do paragrafo 32 do artigo 37 e paragrafo 22 do artigo 216 da Constituicao
Federal de 1988. O Marco Civil da Internet, instituido pela Lei n.2 12.965 em 2014, determina
principios, garantias, direitos e obrigacoes para a utilizacao da internet no Brasil. Apesar do
Marco O Caodigo Civil da Internet estabelece a protecao de dados pessoais e 0
consentimento, e € informado que que nao garante a protecao de dados de forma
abrangente.

A Lei Geral de Protecao de Dados foi criada com a finalidade de controlar o uso de dados
pessoais. realizado por individuos de direito publico ou privado, nos meios fisicos e meios digitais,
visando salvaguardar os direitos fundamentais de liberdade e de privacidade e o livre
desenvolvimento da personalidade do individuo.


https://www.planalto.gov.br/ccivil_03/_ato2011-2014/2011/lei/l12527.htm
https://www.planalto.gov.br/ccivil_03/_ato2011-2014/2014/lei/l12965.htm

O que e a Le1 Geral de Protecao de
Dados Pessoais?
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A LGPD é

A Lei Geral de Protecao de Dados (LGPD), Lei n.2 13.709/2018, estabelece a manipulacao de
dados pessoais, incluindo em plataformas digitais, por individuo ou por entidade juridica de
direito publico ou privado, visando a protecao dos direitos essenciais para a liberdade,
privacidade e livre desenvolvimento da personalidade da pessoa fisica (art. 12, LGPD).

DADO PESSOAL

Dados associados a uma pessoa natural identificada ou identificavel.

DADO PESSOAL SENSIVEL

Informacoes pessoais relacionadas a origem racial ou étnica, crenca religiosa, posicao politica,
associacao a sindicato ou a entidade de natureza religiosa, filosofica ou politica, informacao
relativa a saude ou a vida sexual, dado genético ou biométrico associado a um individuo
natural.

DADO ANONIMIZADO

Informacao referente a titular que nao seja passivel de identificacao, levando em conta o uso
de meios técnicos adequados e acessiveis no momento de seu tratamento. Dados tratados
OoU seja, processados podem ser publicados com seguranca.

Enfim, € um processo de utilizar meios técnicos razoaveis para que um dado perca a
possibilidade de associagao direta ou indireta a um individuo, tornando
a reidentificacao irreversivel.

BANCO DE DADOS

Conjunto estruturado de informacoes de uma entidade, que abriga dados empresariais,
pessoais, cientificos, entre outros, organizados em um ou mais locais, com o suporte digital
ou presencial adequado. Deve ser controlado pela entidade que os possui, em conformidade
com as diretrizes da LGPD para a protecao de dados pessoais.


https://www.planalto.gov.br/ccivil_03/_ato2015-2018/2018/lei/l13709.htm

TITULAR

Pessoa a quem os dados pessoais processados se referem, ou seja, pessoa fisica a quem &
possivel identificar por meio desses dados.

CONTROLADOR

Entidade ou pessoa natural, de direito publico ou privado, a quem cabe a tomada de decisoes
relativos ao manejo e controle de dados pessoais. (No nosso caso. A prefeitura € o
controlador).

OPERADOR

Entidade ou pessoa natural, publica ou privada, que executa o tratamento de dados
pessoais em nome do gestor.

ENCARREGADO

Individuo designado pelo controlador e operador para servir como meio de comunicacao
entre o controlador, os titulares dos dados e a ANPD (Autoridade Nacional de Protecao de
Dados).

AGENTES DE TRATAMENTO

O controlador e o operador.

TRATAMENTO

Toda acao envolvendo dados pessoais, incluindo coleta, producao, recepcao, classificacao,
uso, acesso, copia, envio, distribuicdo, processamento, organizacao, armazenamento,
exclusao, avaliacao ou supervisao da informacao, alteracao, transmissao, propagacao ou
extracao.



ANONIMIZACAO

Uso de recursos técnicos adequados e disponiveis no momento do tratamento, por meio dos
guais um dado deixa de estar associado, de forma direta ou indireta, a um pessoa.
Exemplo de um CPF anonimizado 123.456.789-10 pode se tornar ***.456.789-** ou 123.*** ***-**
A Controladoria-Geral da Uniao (CGU) sugere a ocultacao dos trés primeiros e dos dois ultimos
digitos, pois estes ultimos sao digitos verificadores e podem, em alguns casos, ser inferidos a
partir dos demais numeros.

CONSENTIMENTO

Manifestacao livre, clara e informada por meio da qual o titular consente com o tratamento de
seus dados pessoais para um proposito especifico. Lembre-se o tratamento de dados pessoais
somente podera ser realizado com o consentimento do titular.

BLOQUEIO

Interrupcao temporaria de todas as operacoes de tratamento, com a preservacao dos dados
pessoais ou do repositorio de dados (banco de dados).

ELIMINACAO

A exclusao de informacdes ou de conjuntos de informacOes armazenadas em um
banco de dados, nao importa o procedimento utilizado.

TRANSFERENCIA INTERNACIONAL DE DADOS

O envio de dados pessoais para um pais estrangeiro ou para uma organizacao internacional
do qual o pais seja membro

USO COMPARTILHADO DE DADOS

Comunicacao, disseminacao, transferéncia internacional e interconexao de informacoes
pessoais ou a gestao compartilhada de bases de dados pessoais por entidades e orgaos



publicos no exercicio de suas atribuicoes legais, ou entre esses e entidades privadas,
reciprocamente, mediante autorizacao especifica, para uma ou mais formas de tratamento
autorizadas por esses 0rgaos publicos ou entre entidades privadas.

RELATORIO DE IMPACTO A PROTECAO DE DADOS PESSOAIS

Abrange a documentacao que € controlada e contém a descricao dos processos de
tratamento de dados pessoais que podem gerar riscos as liberdades civis e aos direitos
fundamentais, bem como medidas, salvaguardas e mecanismos de mitigacao de risco

ORGAO DE PESQUISA

Orgao ou entidade da administracdo publica direta ou indireta ou pessoa juridica de direito
privado sem fins lucrativos legalmente constituida sob as leis brasileiras, com sede e foro
no pais, que inclua em sua finalidade social ou em sua missao institucional ou estatutario a
estudo fundamental ou aplicado de natureza historica, cientifica, tecnologica ou estatistico.

AUTORIDADE NACIONAL DE PROTEGCAO DE DADOS (ANPD)

Entidade publica encarregada de zelar, implementar e supervisionar o cumprimento
desta Lei em todo o territorio nacional.
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Aplicabilidade e Inaplicabilidade
no setor publico
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A LGPD é valida tanto para o setor publico quanto para o privado. Em relacao ao setor
publico, a A aplicabilidade abrange todas as entidades publicas, sociedades de
economia mista e entidades publicas, conforme o artigo 32 da Lei 13.709/2018 LGPD
t ei Geral de Protecao de Dados.

A LGPD nao se aplica:

# Aos casos de tratamento de dados pessoais destinados unicamente a atividades jornalisticas

e artisticos; académicos; propositos especificos de seguranca publica; defesa nacional,
protecao do Estado ou acoes de investigacao, bem como de combate a delitos;

# Aos casos de tratamento de dados pessoais originarios de fora do pais e que nao sejam

comunicados ou compartilhados com agentes de tratamento do Brasil, ou objeto de
transferéncia internacional de dados com pais diferente do de proveniéncia , desde que o pais
de origem assegure um nivel de protecao de dados pessoais compativel com a LGPD;

# Embora nao estejam incluidos os casos de tratamento de dados de seguranca publica do

escopo da LGPD, precisam cumprir as restricoes de tratamento de dados para essas
finalidades. Essas restricoes estao estabelecidas nos paragrafos do artigo 42 da LGPD.

# E importante ressaltar que, na Administracao Publica, procura-se alcancar um equilibrio

entre a salvaguarda das informacoes pessoais dos cidadaos e a criacao de politicas publicas,
assim como como a oferta de servicos publicos.



Principios
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FINALIDADE

Execucao do tratamento para fins legitimos, especificos, claros e informados ao titular se for o
caso, sem possibilidade de tratamento subsequente de maneira incompativel com esses
propositos.

ADEQUACAO

A adequacao da LGPD no setor publico envolve a adaptacao de todos os 6rgaos publicos
ao tratamento legal dos dados pessoais, priorizando principios como transparéncia,
seguranca e finalidade. Para se adequar, € necessario revisar processos, implementar
medidas de seguranca, capacitar a equipe, obter consentimento quando necessario e
garantir a qualidade e o acesso dos dados pelos cidadaos.

NECESSIDADE

Restringir o tratamento ao minimo indispensavel para alcancar seus objetivos, com a
extensao dos dados relevantes, proporcionais e nao excessivos em relagcao aos objetivos do
tratamento de dados. Coloque em seus documentos artigos, ou seja, trechos da LGPD,
guando elaborado documentos com dados pessoais, identifique grau de sigilo como
confidencial ou publico o documento em questao. Informando o 6rgao operador que ele deve
obedecer as normas da LGPD, sobre os dados pessoais solicitados. Um exemplo claro, sao
sistemas de terceiros contratados pela prefeitura.

LIVRE ACESSO

Assegurar aos titulares o direito de consultar de forma gratuita e simplificada a duracao e a
forma do tratamento e sobre a totalidade de seus dados pessoais.

QUALIDADE DOS DADOS

Garantia, aos titulares, de exatidao, clareza, relevancia e atualizacao dos dados, de
conforme a necessidade e para atender ao proposito de seu tratamento.



TRANSPARENCIA

Assegurar aos titulares o direito de receber informacoes claras, precisas e de facil acesso
sobre a realizacao do tratamento dos dados pelos agentes de tratamento.

SEGURANCA

Utilizacao de medidas técnicas e administrativas aptas a proteger os dados pessoais de
acessos nao autorizados.

PREVENCAO

Adocao de medidas para prevenir a ocorréncia de danos em virtude do tratamento de
informacgoes pessoais.

NAO A DISCRIMINACAO

Impossibilidade de execucao do tratamento com o objetivo de discriminacao ou
excessivos. Discriminacao é o ato de tratar alguém de forma desigual e injusta. Todo
cidadao deve ter tratamento igual.

RESPONSABILIZACAO E PRESTACAO DE CONTAS

Demonstracao, pelo agente, da adocao de medidas eficazes e capazes de comprovar a
atendimento e conformidade com as regras de protecao de dados pessoais e, ainda, da
efetividade dessas acoes.
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Tratamento de Dados Pessoais
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O tratamento de dados pessoais abrange todas as operacoes realizadas com esses dados,
como aquelas relacionadas a coleta, producao, recepcao, classificagcao, uso, o
acesso, reproducao, transmissao, distribuicao, processamento, armazenamento,
eliminacao, avaliacao ou gerenciamento de informacoes, modificacao,
a transmissao, a propagacao, a extracao ou a transferéncia.

O tratamento de dados pessoais sO € permitido quando o titular ou o encarregado
é permitido consentir, de forma especifica e destacada, para propositos determinados; ou

sem a autorizacao para certas circunstancias estabelecidas no art. 72 da Lei Geral de
Dados protegidos.

O tratamento de dados pessoais sensiveis sO pode ser realizado com a autorizacao do
titular ou o responsavel legal concordar de forma especifica e explicita para propositos

especificas; ou sem a autorizacao para situacoes especificas mencionadas no art.11, Il, da
Lei Geral de Protecao de Dados.

Afinal o que é Tratamento (segundo a LGPD)? E um conceito amplo que engloba toda e
qualquer atividade com dados pessoais, como:
Coleta: Recolher dados para uma finalidade especifica.
Armazenamento: Manter ou conservar os dados.
Processamento: Produzir, classificar, avaliar, modificar, acessar, reproduzir, transmitir, distribuir
, arquivar, eliminar, etc..
Uso: Utilizar os dados para diversos fins, como analise ou geracao de relatorios.

Por que € importante? (LGPD).
A Lei Geral de Protecao de Dados (LGPD) estabelece regras para uso de dados pessoais
por empresas e orgaos publicos, visando proteger a liberdade e privacidade dos cidadaos.



Base Legal


DPO: Ronaldo Da Paz Dourado
Retângulo


O tratamento de dados pessoais somente podera ser realizado

# Com o consentimento do titular;

# Para atender a uma obrigacao legal ou regulatoria por parte do controlador;

# Administracdo Publica quando visa ao tratamento e a utilizacao compartilhada de dados
essenciais para a implementacao de politicas publicas estabelecidas em leis e regulamentos
ou fundamentadas em contratos, convénios ou instrumentos semelhantes, em conformidade
com as disposicoes do Capitulo IV da LGPD;

# Para a execucao de estudos por entidade de pesquisa, assegurada, sempre que viavel,

a desidentificacao dos dados pessoais;

# Quando imprescindivel para a realizacao de um contrato ou de etapas previas associados a
um contrato do qual o titular seja parte, mediante solicitacao do titular dos dados;

# Para o exercicio regular de direitos em processos judiciais, administrativos ou arbitrais;

# Para a protecao da vida ou da integridade fisica do titular ou de terceiros;

# Para a tutela da saude, exclusivamente em procedimentos realizados por profissionais de
saude, servicos de saude ou autoridades sanitarias;

# Quando necessario para atender aos interesses legitimos do controlador ou de terceiros,
exceto quando os direitos e liberdades fundamentais do titular que exijam a protecao dos
dados pessoais prevalecerem; ou

# Para a protecao do crédito, incluindo o que esta previsto na legislacao aplicavel. Cuidado! A
exigéncia de consentimento € dispensada para os dados que o titular torna publicamente
acessiveis, desde que sejam respeitados os direitos do titular e os principios estabelecidos
nesta Lei.

Bases Legais para o Tratamento:

Para tratar dados, € preciso ter uma "base legal" (justificativa), sendo as principais:

* Consentimento do titular dos dados;

* Cumprimento de obrigacao legal ou regulatoria;

* Execucao de politicas publicas (pela administracao publica);

* Interesses legitimos do controlador ou de terceiros (com equilibrio com os direitos do titular);
* Execucao de contrato;

* Exercicio regular de direitos em processos;

* Protecao da vida ou saude.



O tratamento de dados pessoais sensivels somente podera
ser realizado

# Quando o titular ou seu responsavel legal der consentimento de maneira especifica e
ressaltada, para propositos especificos;

# Sem a necessidade de obter o consentimento do titular, nas situacoes em que for essencial
para:

1. atendimento a dever legal ou normativo por parte do controlador;

2. tratamento conjunto de informacdes essenciais para a execucao, pela gestao

publica, de politicas publicas estabelecidas em leis ou normas;

3. realizacao de estudos por instituicoes de pesquisa, assegurando, sempre que viavel, a
anonimizacao de informacdes pessoais sensiveis;

4. exercicio continuo de direitos, tanto em contrato quanto em processo judicial,
administrativo e arbitral,

5. salvaguarda da vida ou da integridade fisica do titular ou de terceiros;

6. protecao da saude, unicamente, em procedimento executado por profissionais de
saude, servicos de saude ou autoridade de saude; ou

/. assegurar a prevencao de fraudes e a seguranca do titular nos procedimentos de
identificacao; e a verificacao de registro em sistemas eletronicos, garantindo os direitos
referidos no art. 92 da LGPD e salvo quando direitos e liberdades

essenciais do titular que demandam a salvaguarda dos dados pessoais.



Dados de crianca e de adolescente
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Cuidado! Existe uma regulamentacao especifica para o tratamento de dados pessoais de
meninos € meninas!
Esse tratamento deve ser conduzido em seu melhor interesse, respeitando as protecoes
legais.
Mantenha-se alerta!

O tratamento de dados pessoais de criancas deve ser feito com a autorizacao
especifica e ressaltada por pelo menos um dos genitores ou pelo responsavel legal.

No entanto, € possivel coletar informacdes pessoais de criancas sem essa autorizacao.
Isso quando for preciso entrar em contato com o0s pais ou responsavel legal, sendo uma
unica vez, sem armazenamento de dados, com a finalidade de proteger a crianca. Em
nenhuma hipotese, poderao os dados ser transmitidos a terceiros sem autorizacao.



Direitos do titular
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O artigo 18 da Lei Geral de Protecdo de Dados Pessoais estabelece os direitos dos titulares
de dados pessoais.

Dados protegidos.
Os titulares de dados pessoais possuem o direito de:
# Verificar se ha tratamento de dados pessoais;
# Consultar as informacoes pessoais;
# Retificar informacoes incompletas, imprecisas ou obsoletas;

# Anonimizacao, bloqueio ou exclusao de dados (nao essenciais, redundantes ou
tratados de maneira nao conforme com a LGPD);
# Transferéncia de dados para outro fornecedor de servico ou produto, por meio de

de solicitacao expressa, fundamentada na regulamentacao da Autoridade Nacional de
Agéncia Nacional de Protecao de Dados - ANPD;

# Exclusao de informacoes pessoais processadas com a autorizacao do titular (exceto
do artigo 16;

# Dados sobre as entidades publicas e privadas com as quais as informacoes foram
compartilhadas;

# Informacao acerca da opcao de nao conceder o consentimento e quais as
consequéncias da recusa;

# Cancelamento do consentimento a qualquer momento.



LGPD, Poder Publico e
Transparencia
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A Administracao Publica lida com uma variedade de dados pessoais dos cidadaos diariamente,
0s quais sao frequentemente essenciais para a execucao e implementacao de politicas publicas.
A implementacao da LGPD no Tratamento de Dados Pessoais executado pelo Poder Publico
resulta em o desafio de harmonizar as normas e os preceitos estabelecidos na LGPD com os
principios aos quais a Administracao Publica deve obedecer, como a publicidade, a eficiéncia e o
bem publico.

Nesse contexto, € imprescindivel a harmonizacao da LGPD, que tem como objetivo
assegurar a privacidade das informacoes pessoais (esfera privada dos cidadaos), em
relacao a Lei de Acesso a Informacao - LAI, que visa garantir a clareza na
administracao publica. A fundacao O principio da publicidade, estabelecido no caput do
artigo 37 da Constituicado, é o fundamento juridico da LAI. Federal de 1988. E
importante ressaltar que as leis LAl e LGPD se complementam, pois ambas tém como
objetivo assegurar a privacidade dos individuos. A LGPD tem como objetivo proteger a
privacidade, enquanto a LAl busca garantir a protecao o direito dos cidadaos a
informacao.

O conceito de dado pessoal, conforme definido na LGPD, foi primeiramente estabelecido na
LAI. e classificado como dado pessoal no artigo 4, Inciso |. A LGPD trouxe inovacao ao
estabelecer a definicao de dado pessoal sensivel. O Capitulo IV da LGPD trata do tratamento
de dados pessoais realizado pelas Autoridades Publicas. O artigo 23 da LGPD define as
normas especificas para o tratamento de informacdes pessoais para o setor publico. E
Importante ressaltar que o tratamento de dados pessoais realizado por pessoas juridicas de
direito publico mencionadas no artigo 12 da Lei de Acesso a Informacao (LAI) deve procurar
cumprir a finalidade e o interesse publico.



As empresas estatais e as sociedades de economia mista, que operam sob regime de
concorréncia, em conformidade com o artigo 173 da Constituicao Federal de 1988,
receberao o mesmo tratamento dado as pessoas juridicas de direito privado. Em
contrapartida, quando se trata de empresas publicas e sociedades de economia mista,
implementarem ou realizarem politicas publicas, receberao o mesmo tratamento atribuido
aos orgaos e entidades do Poder Publico. A divulgacao de informacoes pessoais pelo
Poder Publico deve observar os principios da LGPD, além de cumprir os objetivos
necessarios a implementacao de politicas publicas e a captar o interesse publico.

Como ja mencionado na secao sobre o tratamento de dados pessoais, a LGPD, em seu
artigo 11, § O quarto proibe a comunicacao ou o compartilhamento entre os controladores de
dados pessoais. sensiveis ligados a saude, a fim de obter beneficio econGmico, exceto nas
hipoteses ligadas a oferta de servicos de saude e assisténcia farmacéutica e de assisténcia
a saude, abrangendo os servicos auxiliares de diagnostico e terapia, em vantagem dos
interesses dos titulares. As entidades publicas sao as principais detentoras de bases de
dados pessoais, uma vez que a conexao entre o Poder Publico e os cidadaos comeca com o
nascimento do individuo e persiste até mesmo apos a morte.

Dessa forma, a natureza continua da relacao indicada evidencia a responsabilidade do
Poder Publico, ao equilibrar a transparéncia e a prestacao de contas com a seguranca de
informacoes pessoais. A LGPD e a LAl atuam em areas diferentes e tém o potencial de
expandir a obtencao de informagbes. Ambas as leis sao fundamentais para a protecao dos
direitos. essenciais e das garantias do Estado de Direito democratico.



Sancoes
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Os agentes de tratamento de dados, devido as violagbes as regras estabelecidas nesta Lei, estao
sujeitos as seguintes penalidades administrativas impostas pela autoridade nacional:
# Adverténcia, com prazo estipulado para a implementacao de medidas corretivas
#; Multa simples de até 2% (dois por cento) do faturamento da empresa juridica de direito privado, grupo
ou conglomerado brasileiro no Ultimo exercicio, desconsiderando os impostos, limitada a R$ 50.000.000,
00 (cinquenta milhdes de reais) por cada infracao
#; Multa diaria, respeitando o limite total mencionado no inciso l;
# Divulgacao da infracao apos a devida investigacao e confirmacao de sua ocorréncia;
# Os dados pessoais relacionados a infracao devem ser bloqueados até que sejam regularizados;

# Exclusao das informacdes pessoais relacionadas a infracao;

# Interrupcao parcial das operacoes do banco de dados relacionado a infragcao pelo periodo
inicial de 6 (seis) meses, com possibilidade de prorrogacao por mais 6 (seis) meses, até

a rgularizacao da atividade de processamento pelo controlador

#; Interrupcao da pratica do tratamento de dados pessoais a que se refere a infracao pelo
periodo maximo de seis meses, podendo ser estendido pelo mesmo periodo;

# Proibicao parcial ou integral da pratica de atividades ligadas ao tratamento de dados.
Cuidado! A LGPD assegurou ao Poder Publico um tratamento distinto, inclusive durante o
processo de fiscalizacdo e imposicao de penalidades, que, no contexto da Administracao
Publica, nao em multas, mas em adverténcias, divulgacao da infracao e bloqueio

do acesso as informacoes, entre outras penalidades especificas.

# Embora os 6rgaos publicos ndo estejam sujeitos as multas administrativas de até R$ 50
milhdes (que se aplicam a empresas publicas e privadas), eles ainda sao passiveis de outras
sancoes graves que impactam diretamente suas operacoes e reputacao. Além das sancoes
administrativas, a administracdo publica pode ser responsabilizada civilmente por danos

morais ou patrimoniais causados aos titulares dos dados, conforme previsto no artigo 42 da
LGPD.



As boas praticas de governanca
em protecao de dados
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A consisténcia de qualquer tratamento depende da implementacdo de medidas de seguranca
Deve observar os fundamentos estabelecidos no artigo 62 da Lei Geral de Protecao de Dados
A. adequacao transcende a mera implementacao de acdes pontuais e isoladas! E
imprescindivel que todos se dediquem a estratégias para a gestao continua e
acompanhamento de seus processos, recursos humanos e tecnologias. A Administracao
Publica tem um dever de dupla dimensao em relagao ao Estado: nao interferir ou agir de
forma excessiva em relacao as liberdades individuais e, de maneira reflexa, agir para
assegurar que os direitos dos cidadaos (titulares) sejam efetivamente e adequadamente
protegidos.

As boas praticas da LGPD no Brasil focam na transparéncia, seguranca e respeito aos
direitos dos titulares, incluindo mapear dados, implementar Privacy by Design, anonimizar
quando possivel, investir em seguranca da informacao (senhas fortes, anti-malware), treinar
equipes, definir protocolos de incidentes, e garantir livre acesso e qualidade dos dados,
sempre pautando o tratamento por principios como finalidade, adequacao e necessidade, e
estabelecendo uma governanca robusta para demonstrar conformidade (accountability).

As 10 (dez) Boas Praticas Essenciais da LGPD

1.Mapeamento de Dados: Entenda quais dados vocé coleta, onde estao, como sao usados e
por quem.

2. Principios da LGPD: Aplique os principios de boa-fe, finalidade (proposito legitimo),
adequacao (compativel com o informado), necessidade (minimo de dados), livre acesso,
gualidade, transparéncia, seguranca, prevencao, nao discriminacao, e responsabilizacao.

3. Privacy by Design (Privacidade desde a Concepcao) € uma abordagem que integra a
protecao de dados e a privacidade em produtos, sistemas e processos desde o inicio do seu
desenvolvimento, ndo como um acrescimo posterior, garantindo que os dados sejam
protegidos em todo o seu ciclo de vida.

4. Seguranca da Informacao: Use senhas fortes, antivirus, evite links suspeitos (phishing), e
proteja dados fisicos.

5. Anonimizacao/Minimizacao: Colete s6 0 necessario (minimizagao) e anonimize dados
sempre que possivel para reduzir riscos.

6. Direitos dos Titulares: Tenha processos claros para atender pedidos de acesso, correcao,
exclusao, etc..

7. Governanca e Accountability: Mantenha registros das operacoes de tratamento, elabore
Relatorios de Impacto (RIPD) e comprove a conformidade com a Lei.

8. Treinamento e Conscientizacao: Eduque colaboradores sobre as praticas de protecao de
dados.

9. Gestao de Incidentes: Tenha um plano para responder rapidamente a vazamentos de
dados, comunicando titulares e ANPD.

10. Parceiros: Escolha fornecedores que também respeitem a protecao de dados.



Referencias Bibliograficas


DPO: Ronaldo Da Paz Dourado
Retângulo


TCM-BA. Sobre a LGPD
TCM-BA.Tribunal de Contas dos Municipios do Estado da Bahia.Resolucao n® 1448-2022

TCM-BA. INSTRUCAO n° 002-2025. Orienta os entes jurisdicionados quanto & adocao de
providéncias voltadas a adequacao a Lei Geral de Protecao de Dados Pessoais (LGPD) no
ambito dos Municipios do Estado da Bahia.

BRASIL. Le1n®13.709, de 14 de agosto de 2018. Institul a Le1 Geral de Protecao de Dados.
GOVERNO DO PARA. PROCURADORIA GERAL DO ESTADO DO PARA. Lei Geral de Protecéo

de Dados Pessoais. Manual de Aplicacao na Administra¢cao Publica.

Diario Oficial da Uniao: secao 1, Brasilia, DF, ano 197, p. 59, 15 ago. 2018. PL.4060/2012

34


https://www.tcm.ba.gov.br/wp-content/uploads/2022/10/resolucao1448-2022-lei-de-protecao-de-dados-pendente-de-aprovacao-do-pr.pdf
https://www.tcm.ba.gov.br/wp-content/uploads/2025/09/instrucao-002-2025.pdf
https://www.planalto.gov.br/ccivil_03/_ato2015-2018/2018/lei/l13709.htm
https://www.tcm.ba.gov.br/lgpd/

% PREFEITURA

= % JABORANDI

MAIS TRABALHO, MAIS PROGRESSO

CARTILHA LGPD

# Data Protection Officer — DPO

O DPO, nos termos definidos em lei € a pessoa indicada pelo controlador e operador para
atuar como um canal de comunicacao entre o controlador, os titulares dos dados e a
Autoridade Nacional de Protecao de Dados (ANPD).

DPO/ENCARREGADO DE DADOS

RONALDO DA PAZ DOURADO
dpo@jaborandi.ba.gov.br

Esta cartilha pode ser atualizada a qualquer momento,
ultima atualizacdo em 29.01.2026|711:59:20

# Anexos neste PDF no quadro abaixo, dé duplo clique para abri-los ou clique no nome do arquivo
para acesso direto na internet:

# Formulério de Consentimento em PDF B ]

# Formulario de Consentimento em word [Eh ]

# Metdédos de anonimizagao [9 ]

# Politica de privacidade do Tribunal de Contas dos Municipios do Estado da Bahia[@ ]

CARTILHA LGPD
JABORANDI/BA
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https://jaborandi.ba.gov.br/uploads/arquivo/CONSENTIMENTO-PMJ-LGPD13709-2018.pdf
https://jaborandi.ba.gov.br/uploads/arquivo/CONSENTIMENTO-PMJ-LGPD13709-2018.docx
https://jaborandi.ba.gov.br/uploads/arquivo/Metodos-de-anonimizacao.pdf
https://www.tcm.ba.gov.br/politica-privacidade/POLITICA-DE-PRIVACIDADE-TCM-BA.pdf

Estado da Bahia
JABORANDI Municipio de Jaborandi

CONSENTIMENTO DO TITULAR DOS DADOS PESSOAIS PARA TRATAMENTO
- De acordo preceitos da LGPD — Lei 13.709/2018 -

Eu, ] inscrito no
CPF/RG n.°: . . -], endereco residencial

declaro que:

1. Foi-me informado que meus dados pessoais serdao coletados e tratados pela
Prefeitura Municipal de Jaborandi-BA ou 6rgdo que compde a estrutura organizacional
da mesma, com sede em Av. Francisco Moreira Alves, 01, Centro, CEP.: 47.655-017,
Jaborandi-BA, para o propésito de:

[ 1 Uso para processo licitatorio;
[ ] Gestao de servigos como cadastro e afins :(identificar secretaria, setor ou 6rgéo na
linha abaixo):

[ ] Gestao dos servigos de Saude (identificar local na linha abaixo):

[ ] Gestao dos servigos escolares (identificar local na linha abaixo):

2. Entendo que meus dados serao tratados de acordo com a Lei Geral de Protecéo de
Dados (LGPD - Lei 13.709/2018) .

3. Autorizo o tratamento dos meus dados pessoais para o propoésito mencionado
acima.
4. Entenda abaixo:

4.1 Os dados pessoais a serem tratados serao todos que a secretaria, setor ou 6rgao
exigir do cidadao de acordo as politicas publicas.

4.2 Forma de tratamento:
Armazenamento em banco de dados, copias de documentos de forma

digitalizados e compartilhamento com terceiros em sistemas seguros e arquivamento
em papeis de acordo as politicas publicas.

Gestao 2025/2028

[ ISim, eu assino o devido consentimento para o tratamento dos meus dados
pessoais perante a PREFEITURA de Jaborandi-Bahia
Nome Completo:[ ]
Assinatura do Titular:
Data: [ / /20 ]
ATENCAO!
- A Prefeitura Municipal de Jaborandi-BA se compromete a proteger meus dados
pessoais e a trata-los de acordo com a LGPD.
- Posso revogar este consentimento a qualquer momento, enviando uma solicitagao
para endereco de e-mail: dpo@jaborandi.ba.gov.br.
Prefeitura Municipal de Jaborandi
Esta PREFEITURA, atende os preceitos da LGPD, Av. Francisco Moreira Alves, 01 - Centro - Jaborandi - Bahia - CEP 47.655-000

Lei 13.709/2018, Lei Geral de Prote¢cdo de Dados Pessoais Telefone: (77) 3683.2152 - 2212/ Fax: (77) 3683.2138
e Decreto Municipal n.° 195/2025. www.jaborandi.ba.gov.br | CNPJ n.° 13.245.568/0001-14



http://www.jaborandi.ba.gov.br/
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 (
Estado da Bahia
Município de Jaborandi
)

CONSENTIMENTO DO TITULAR DOS DADOS PESSOAIS PARA TRATAMENTO 

-  De acordo preceitos da LGPD – Lei 13.709/2018 - 



Eu,_______________________________________________________] inscrito no CPF/RG n.º :_____._____._____-___], endereço residencial ___________________

_________________________________________________________ declaro que:



1. Foi-me informado que meus dados pessoais serão coletados e tratados pela Prefeitura Municipal de Jaborandi-BA ou órgão que compõe a estrutura organizacional da mesma, com sede em Av. Francisco Moreira Alves, 01, Centro, CEP.: 47.655-017, Jaborandi-BA, para o propósito de:



[ ] Uso para processo licitatório; 

[ ] Gestão de serviços como cadastro e afins :(identificar secretaria, setor ou órgão na linha abaixo):

___________________________________________________________________;

[ ] Gestão dos serviços de Saúde (identificar local na linha abaixo):

___________________________________________________________________; 

[ ] Gestão dos serviços escolares (identificar local na linha abaixo):

___________________________________________________________________;



2. Entendo que meus dados serão tratados de acordo com a Lei Geral de Proteção de Dados (LGPD - Lei 13.709/2018) .



3. Autorizo o tratamento dos meus dados pessoais para o propósito mencionado acima.

4. Entenda abaixo:



4.1 Os dados pessoais a serem tratados serão todos que a secretaria, setor ou órgão exigir do cidadão de acordo as políticas públicas.



4.2 Forma de tratamento:



Armazenamento em banco de dados, cópias de documentos de forma digitalizados e compartilhamento com terceiros em sistemas seguros e arquivamento em papéis de acordo as políticas públicas.



[ ]Sim, eu assino o devido consentimento para o tratamento dos meus dados pessoais perante a PREFEITURA de Jaborandi-Bahia



Nome Completo:[______________________________________________________]



Assinatura do Titular:___________________________________________________

Data: [_____/____/20___]

ATENÇÃO!



- A Prefeitura Municipal de Jaborandi-BA se compromete a proteger meus dados pessoais e a tratá-los de acordo com a LGPD.

- Posso revogar este consentimento a qualquer momento, enviando uma solicitação para endereço de e-mail: dpo@jaborandi.ba.gov.br.

 (
Esta PREFEITURA, atende os
 preceitos da
 LGPD,
Lei 13.709/2018, Lei Geral de Proteção de Dados Pessoais 
e Decreto Municipal n.º 
195/2025.
) (
Prefeitura Municipal de Jaborandi
Av. Francisco Moreira Alves, 01 - Centro - Jaborandi - Bahia - CEP 47.655-000
Telefone: (77) 3683.2152 - 2212/ Fax: (77) 3683.2138
www.jaborandi.ba.gov.br
 | 
CNPJ n.º 13.245.568/0001-14 
) (
Gestão 20
25/
202
8
)
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Métodos de anonimizagao

Existem algumas técnicas comuns que podem ser aplicadas para anonimizar o CPF:

Mascaramento: Consiste em substituir parte dos digitos por caracteres especiais, como
asteriscos ( * ), mantendo alguns visiveis para diferenciar os registros sem identificar o titular
Por exemplo, 123.456.789-10 pode se tornar #***,456.789-**% QU 123.*¥* #kx_kxx A
Controladoria-Geral da Unido (CGU) sugere a ocultagao dos trés primeiros e dos dois ultimos

digitos, pois estes ultimos sao digitos verificadores e podem, em alguns casos, ser inferidos a

partir dos demais numeros.

Supressao: Consiste em remover o dado por completo, deixando um espago em branco no
lugar do CPF. Este método € mais radical e s6 deve ser usado quando ndo ha necessidade de
diferenciar as informacoes.

Tarjamento: Em documentos escaneados ou nado editaveis, € possivel cobrir o numero do CPF
com uma tarja preta. O ideal é usar ferramentas de edicdo de PDF que permitam tarjar a
informacdo de forma permanente, de modo que nao seja possivel remover a tarja e revelar o

conteudo.

Antes de enviar os documentos ao TCM-BA

1

. Identifique a necessidade de anonimizag¢ao: Nem todos os dados precisam ser

anonimizados. A LGPD permite o tratamento de dados pessoais para o cumprimento de
obrigagdes legais e regulatérias pelo poder publico. No entanto, em documentos que serdo
tornados publicos, como anexos de prestacdes de contas, a anonimizagao € necessaria para
proteger a privacidade dos titulares dos dados.

2. Verifique as orientagoes especificas do TCM-BA: Embora as diretrizes gerais da LGPD

sejam validas, é fundamental checar se 0 TCM-BA tem alguma instru¢ao especifica sobre a
forma de anonimizar dados em documentos. As resolucdes do Tribunal de Contas dos
Municipios da Bahia abordam a aplicacdo da LGPD, mas é sempre bom consultar o portal da
transparéncia ou documentos de orientagao para jurisdicionados.

. Use ferramentas adequadas: Para evitar que a anonimizac¢ao seja revertida, utilize programas

que garantam a remocao definitiva da informagéo, como editores de PDF com a funcao de
redacao (tarjamento permanente). Simplesmente colocar um retangulo preto por cima do texto
pode nao ser suficiente, pois o conteudo original pode permanecer nos metadados do arquivo.

4. Considere a finalidade: Avalie o propésito do documento. Se ele sera divulgado publicamente,

a anonimizagao é necessaria. Se for para um processo administrativo interno que exija a
identificagdo completa, pode n&o ser o caso. O principio da transparéncia publica, ressaltado
pela LGPD, deve ser equilibrado com a protecédo dos dados pessoais.
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POLITICA DE PRIVACIDADE DO TRIBUNAL DE CONTAS DOS
MUNICIPIOS DO ESTADO DA BAHIA

INFORMAGOES GERAIS

Este documento tem por finalidade estabelecer a Politica de Privacidade do
Tribunal de Contas dos Municipios do Estado da Bahia — TCM-BA.

A Politica de privacidade do TCM-BA tem o intuito de demonstrar o
compromisso deste Tribunal com a protecdo de todos os dados pessoais
fisicos e virtuais sob sua custédia, nos termos da Lei Geral de Protegcao de

Dados e das demais legislagcdes a que se submetem o Poder Publico.

Esta Politica se aplica, em geral, aos servidores do TCM-BA, aos
jurisdicionados do TCM-BA e seus sucessores, aos servidores publicos
municipais do estado da Bahia, as empresas e prestadores de servigos que
contratam com os jurisdicionados do TCM-BA e aos cidadaos que exercem o

controle social junto ao TCM-BA.

A segquir, sera apresentado uma visdo geral sobre a forma e a finalidade com
que os dados pessoais sao coletados, utilizados, divulgados e protegidos pelo
TCM-BA, bem como sobre os direitos dos titulares dos dados pessoais, de
acordo com as legislagdes que tratam de privacidade, protecdo de dados,

acesso a informacao e transparéncia aplicaveis ao Poder Publico.

COLETA E USO DOS DADOS

Versao 1.0
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Para que o TCM-BA possa cumprir sua missao constitucional de érgao auxiliar
do Controle Externo torna-se imprescindivel, no exercicio de suas fungdes, a

coleta e processamento de dados pessoais.

O TCM-BA coleta e realiza tratamento dos dados pessoais fornecidos
diretamente pelo cidadao; pelos gestores publicos; por meio dos convénios
celebrados com outros 6rgéos publicos; por meio de banco de dados oficiais;
em decorréncia de obrigagdes legais, judiciais e administrativas; através de
dados tornados publicos pelo titular; ou de forma automatica por logs (registros

de atividades dos usuarios efetuadas no site, aplicativos e servigos).

Todo o tratamento de dados pessoais realizado pelo TCM-BA preza pelo
atendimento de sua finalidade publica, que compreende a fiscalizagdo contabil,
financeira, orgamentaria, operacional e patrimonial dos 6rgaos e pessoas
sujeitas a sua jurisdicdo, nos termos da Lei Orgénica e Regimento Interno
deste Tribunal, com o objetivo de executar a competéncia constitucional de
controle externo da gestdo dos recursos publicos municipais no estado da
Bahia.

TRATAMENTO DE DADOS SENSIVEIS E DE CRIANGAS E
ADOLESCENTES

O TCM-BA realiza tratamento de dados sensiveis e de criangas e
adolescentes, com objetivo de executar suas competéncias constitucionais, em

regra, em quatro hipéteses:

1. Na analise, para fins de registro, da legalidade dos atos de admissé&o de
pessoal dos jurisdicionados;
2. No julgamento da legalidade das concessbes de aposentadorias,

reformas e pensées dos jurisdicionados;

Versao 1.0





Is T CM3SS~

Tribunal de Contas dos Municipios 1971/ 2021
do €stado da Bahia

3. No cadastramento dos membros e servidores publicos constantes em
seu quadro de pessoal e de seus dependentes;
4. No cadastramento dos agentes politicos e ordenadores de despesas dos

municipios do estado da Bahia.

Eventualmente, o TCM-BA podera ter acesso a dados sensiveis e de criangas
e adolescentes no exercicio de suas funcbes, através da sua atuacao
fiscalizadora ou de declaragdes dos proprios titulares dos dados pessoais, nos
processos de Denuncia, Medida Cautelar, Representacdo, Prestacdo e

Tomadas de Contas, Fiscalizagao, Auditoria e Inspegdes in loco.
COOKIES

O TCM-BA utiliza Cookies (arquivos ou informagbes que podem ser
armazenadas em seus dispositivos quando vocé visita o website ou utiliza os
servigos on-line deste Tribunal) e identificadores andénimos para controle de

audiéncia, navegacao, seguranga e publicidade nas suas plataformas.
ARMAZENAMENTO DOS DADOS

De acordo com as leis aplicaveis, o TCM-BA armazena os dados pessoais
coletados pelo periodo de tempo necessario e/ou determinado para satisfacao
das finalidades para os quais foram coletados, em especial, para atender a

publicidade e transparéncia das acdes publicas.
Os dados pessoais constantes nos processos administrativos internos ou de
controle externo ficam arquivados por periodo indeterminado de tempo, uma

vez que sao publicos.

SEGURANCA DOS DADOS

Versao 1.0
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O TCM-BA implementa medidas de seguranca técnicas e administrativas
razoaveis para proteger os dados pessoais constantes em seus bancos de
dados, com protocolos alinhados aos padrbes técnicos e regulatorios para
segurancga e privacidade dos dados pessoais, através do uso de tecnologias e

de processos organizacionais.

Os procedimentos de segurangca visam para proteger a seguranga e
integridade de seus Dados Pessoais, prevenindo e minimizando a ocorréncia

de eventuais incidentes em virtude do tratamento desses dados.
COMPARTILHAMENTO DOS DADOS

O TCM-BA compartiiha de boa-fé dados pessoais nos limites de suas

atribui¢des legais, nas seguintes situacoes:

1. Com empresas parceiras e fornecedores, na prestacdo de servicos
disponibilizados a este Tribunal ou aos seus servidores, desde que

devidamente aprovadas pelo setor de seguranca da informacao;

2. Com autoridades, entidades governamentais ou 6rgados conveniados, para

executar sua competéncia de controle externo;

3. Mediante ordem judicial ou pelo requerimento de autoridades administrativas

que detenham competéncia legal para a sua requisigao.

DIREITOS DOS TITULARES

Em cumprimento a legislagcado aplicavel, no que diz respeito ao tratamento de
dados pessoais, o0 TCM-BA garantira aos titulares dos dados pessoais,

mediante requerimento expresso, por procedimento gratuito e facilitado, os

seguintes direitos: a) Confirmagao da existéncia de tratamento; b) Acesso aos
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dados; c) Correcdo de dados incompletos, inexatos ou desatualizados; d)
Anonimizagao, bloqueio ou eliminacdo de dados desnecessarios, excessivos
ou tratados em desconformidade com a lei; e) Portabilidade dos dados,
mediante requisi¢ao expressa pelo Usuario, de acordo com regulamentagao; f)
Eliminagcdo dos dados tratados com consentimento do titular, quando n&o
interferir na atuagao deste Tribunal; g) Informagdes sobre as entidades publicas
ou privadas com as quais o TCM-BA compartilhou o dado pessoal; h)
Informagdo sobre a possibilidade do titular ndo fornecer o consentimento,

dando ciéncia das consequéncias da negativa; i) Revogacao do consentimento.

O TCM-BA empreendera esforcos razoaveis para atender, desde que néo
afronte a legislagédo brasileira relativa a publicidade e transparéncia dos atos
publicos, nem o exercicio do controle externo a cargo deste Tribunal, as
requisicoes feitas pelos titulares de dados pessoais, em prazo nao superior a

20 (vinte) dias, nos termos do art. 11 da Lei de Acesso a Informagao.
CONTATO

Os direitos dos titulares dos dados pessoais podem ser exercidos pelo e-mail
encarregadodedados@tcm.ba.gov.br, pelo telefone 71 3115-5693 ou no
endereco Avenida 4, n° 495, 3° andar, Centro Administrativo da Bahia, CEP
41745-002, Salvador-BA, sendo necessario anexar copia de RG do interessado
ou informacdes equivalentes, para que este Tribunal possa adequadamente

comprovar a legitimidade do solicitante.
Caso nao seja possivel atestar a legitimidade do solicitante, o pedido sera

rejeitado, podendo ser novamente realizado por quem detenha e comprove a

titularidade dos dados pessoais solicitados.
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Qualquer pleito do titular do dado pessoal somente sera processado pelo TCM-
BA, justificadamente, de acordo e na medida autorizada pela legislacao

brasileira, em consonancia com a competéncia constitucional deste Tribunal.

Para maiores informacgdes sobre protecdo de dados pessoais acesse o site

www.tcm.ba.gov.br/lgpd.

LEGISLAGAO APLICAVEL

Este documento foi elaborado com base na legislagdo aplicavel sobre
seguranga da informagdo, privacidade, protecdo de dados e transparéncia,
dentre elas, a Constituicdo Federal, o Marco Civil da Internet, a Lei Geral de
Protecao de Dados, a Lei de Acesso a Informacgao e a Lei de Responsabilidade

Fiscal.
ATUALIZAGAO
O TCM-BA realizara periodicamente revisbes a esta Politica, a seu exclusivo

critério, com o objetivo de aprimorar e adequar o processamento de dados

pessoais efetuado por este Tribunal.
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